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Uses that cause harm to the district’s computer, network, or equipment 
Examples include: installing software programs, instant messaging programs, 
altering system settings, or otherwise reconfiguring computers without 
approval of the appropriate personnel 

5. Uses that are inconsistent with the purpose of the network and Internet 
Examples include: using Internet games, chat rooms, and instant messaging 
not specifically assigned by a teacher or administrator; downloading music or 
video files or any other files that are not directly related to a school 
assignment 

C.
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first obtaining the permission of a supervising teacher. If you are a minor, do not 
arrange a face-to-face meeting with someone you “meet” on the computer network or 
Internet without your parent’s permission. Regardless of your age, you should never 
agree to meet a person you have only communicated with on the Internet in a 
secluded place or in a private setting. 

C. Hacking and Other Illegal Activities 
It is a violation of this policy to use the district’s computer network or the Internet to 
gain unauthorized access to other computers or computer systems, or to attempt to 
gain such unauthorized access. Any use which violates state or federal law relating to 
copyright, trade secrets, the distribution of obscene or pornographic materials, or 
which violates any other applicable law or municipal ordinance, is strictly prohibited. 

D. Confidentiality of Student Information 
Personally identifiable information concerning minor students may not be disclosed 
or used in any way on the Internet without the permission of a parent or guardian, or 
for non-minors, without the person’s consent. Users should never give out private or 
confidential information about themselves or others on the Internet, particularly credit 
card numbers and social security numbers. 
 
The schools or district may authorize the release of directory information, as defined 
by the Family Educational Rights and Privacy Act (FERPA), for internal 
administrative purposes, approved educational projects, activities, and publications. 
As stipulated by FERPA, parents will be offered the opportunity to deny publication 
of directory information. Parents also will be given the opportunity to deny 
publication of non-directory information such as student work. 

E. Active Restriction Measures 










